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Introduction

The UCE Emergency On-Site Notification (E-OSN) Installation Guide
provides the information you need to install and configure the E-OSN
application.

The following topics are included in this chapter:

Chapter Topics = Overview
e How This Guide is Organized

Overview

The UCE Emergency On-Site Notification (E-OSN) feature monitors a
specific trunk group for outbound calls and then generates notifications
to individuals within an organization as to the nature of the call, the
calling station/user, and the physical location of the call.

This feature also notifies people in multi-room buildings of the arrival of
emergency personnel and premise emergency situations. They can then
properly direct the emergency responders to the correct location with
the highest level of efficiency, thereby cutting the response time and
limiting their own liability.

How This Guide is Organized

Chapter 1 This chapter outlines how to use the manual including the organization
Introduction  and chapter layout of the UCE Emergency On-Site Notification (E-OSN)
Installation Guide.

Chapter2  This chapter describes the installation process of the UCE Emergency
Installation  On-Site Notification (E-OSN).

~ Chapter3  This chapter provides the steps and information needed to start and
Configuration  configure the E-OSN.
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Installation

This chapter describes the installation process and requirements for the
UCE Emergency On-Site Notification (E-OSN).

Chapter Topics = Before Installing UCE Emergency On-Site Notification
« Installing the UCE Emergency On-Site Notification Application
< Installing the E-OSN Client
< Installing SQL Server Report Service
* Configuring the Reporting Services for SQL 2005
* Configuring the Reporting Services for SQL 2008
= Configuring the Reporting Services for SQL Services 2008 R2

Before Installing UCE Emergency On-Site Notification

This section describes the required components that must be in place
before installing the E-OSN application.

You must read the following UCE Emergency On-Site Notification Limitations before
proceeding.

IMPORTANT

UCE Emergency On-Site Notification Limitations and Disclaimers

« In a fusion PBX network, there is a limitation of being able to select
notification groups by PBX because OW5000 requires all extensions to
be entered under the main fusion node.

< In certain situations, E-OSN may not be able to properly deliver
notifications due to external applications or hardware. For example,
not being able to disable the screen saver to pop on an E-OSN Client,
PC sound not enabled or working for audio notification, SMTP mail
server not configured or working to receive e-mail notification.

» The dialed emergency number may not be available in all situations.

* The originating calling party caller ID may not be available if the out-
bound emergency trunk is CCIS to the caller.

= The originating calling party information will not be available if the
station does not exist in the OW5000 database.

< In a non-unique numbering plan, where the calling party’s extension
is not unique in the OW5000 database, the Callers name and location
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will not be displayed and the Route trunk Info will not contain the PBX
name. Email notifications will not be sent.

« In a remote trunking situation (CCIS trunks) where the caller’s
emergency trunk is not on the same PBX as the caller’s station, the
notified group will be the caller’s PBX group not the trunk’s.

= In order to join a call in progress, an E-OSN Workstation must be
configured on the PBX the caller originated from (with valid prime line
and emergency line).

« E-OSN Audit log reports will not contain information on the person or
user performing Listen In, Conference, or Acknowledge when
picking up the emergency line. The only piece of information that will
be logged is the E-OSN workstation name (description) that was used
to monitor or conference the call. If the E-OSN Client was logged into
the E-OSN workstation for that Dterm, then the E-OSN user
information is available.

< If a caller originates an emergency call from a subline, the subline
must be correctly mapped to the prime line in the OW5000 database
in order to display the originating caller information.

= OW5000 does not allow assigning route 0.The 2000 IPS PBXs accept
route O - the rest of PBXs (2400, SV7000, etc) do not. If an IPS has
route O set in the PBX, E-OSN will not be able to monitor the trunks
from that route. Do not use route 0 as an emergency route because
E-OSN will not be able to monitor that route for emergency calls.

Licensing

Please refer to the UNIVERGE OWS5000 Installation Guide for details on
license installation and configuration.

If no license is available for the OW5000, the UCE Emergency On-Site
Notification service will be available for 30 days in trial mode or until a
license system is connected.

If the connection to the license service is disconnected or unavailable,
the application continues to run in a grace period for 30 days. After 30
days, the application will no longer run. During the grace period, the E-
OSN Client will alert the user that the application is in the grace period
and that the license connection should be restored.

Server Requirements

The E-OSN has no additional requirements that differ from the OW5000
Server requirements. Please refer to the UNIVERGE OW5000
Installation Guide for more information.

SQL Server Report Service

The SQL Server Report Service must be installed in order to run reports
in UA5200 applications. For more information, refer to“Installing SQL
Server Report Service” on page 9.
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Client and PBX Requirements

E-OSN Client can be installed and operated on the following operating
systems, with minimum PC requirements defined by each system:

* Microsoft Windows XP

e Microsoft Windows Vista

* Microsoft Windows 2003 or 2008 Server
* Microsoft Windows 7

The following PBX platforms support E-OSN:
e SV8500 Family: IPX, SV7000, and SV8500

= SV8300 Family: IPS and SV8300

Table 2-1 VS-32 Requirements for Conference

VS-32 Type FlasRom Name
SN8075 SP-3789
(VSEA-A) SP-3834
SN8111
(VSEB-A SP-3834
SN8132 SP-3834
(VSED-A) SP-3901
MG-VS32VA ap oo
SCA-VS32VA ool

Min Rev

Prog-A
4A

Prog-B
5A

7A
00.08

6A
00.08

6A
00.08

1 NEC legacy conference bridges support silent monitor and do not need to be

upgraded.

Installing the UCE Emergency On-Site Notification Application

This application can be installed from the UCE DVD as part of the
OWS5000 application list. Perform the following steps to install the E-OSN

application.

Step 1 Place the UCE DVD into the computer’s DVD-ROM drive. On most
computers, setup will automatically start when the DVD is loaded. If
Autorun is not enabled on the computer, then do the following:

—After placing the UCE DVD into the computer’'s DVD-ROM drive, open
Windows Explorer and double-click the DVD-ROM drive icon.
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—In the DVD-ROM file list, double-click the Setup.exe file.

Step 2 From the Master Installation Menu, choose the UCE Emergency On-
Site Notification option to start the installation process. A Preparing to
Install screen displays briefly then a Welcome Message Center dialog
box, (Figure 2-1) displays.

Figure 2-1 E-OSN Welcome Dialog Box

r';:,-l- UCE Emergency On-5ite Notification - InstaliShield Wiz ard

B Welcome to the InstallShield Wizard for UCE
- Emergency On-Site Notification

The Installshietd{R) Wizard will install UCE Emergency On-Site
Motification on your computer. To continue, dick Next.

WARMING: This program is protected by copyright law and
inkemational treaties.

Step 3  Click Next. A Ready to Install screen briefly displays, then A Ready to
Install dialog box, (Figure 2-2) displays.
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Figure 2-2 Ready to Install Dialog Box

|_| UCE Emergency On-Site Notification - InstallShield Wizard

Ready to Install the Program
The wizard is ready to beain installstion,

=izl

Step 4 Click Install. An Installing Message Center dialog box, Figure 2-3
displays.

Figure 2-3 Installing Message Center Dialog Box
|—I UCE Emergency On-5ite Notification - InstaliShield Wizard

Installing UCE Emergency On-Site Motification
The pragram Feakures you selected are baing installad,

IynzilERiizld
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Step 5 Click Next when installation stops. An Installation Complete dialog box,
Figure 2-4 displays.

Figure 2-4 Installation Complete Dialog Box

[;E- UCE Emergency On-Site Motification - InstallShield Wizard |

InstallShield Wizard Completed

The InstallShield Wizard has sueccessfully instaled UCE
Emergency On-Sike MotFication. Click Finish bo exit the wizard.,

I show the Windows Installer log

Step 6 Click Finish to complete the UCE Emergency On-Site Notification
installation.

Installing the E-OSN Client

The UCE Emergency On-Site Notification Client is a Windows application
used for receiving Emergency Notification events and is downloaded
from a URL. The download also includes the installer file to upgrade the
remote client.

On each startup of the E-OSN Client, the client application verifies that
the version being started is the same version as the client deployed on
the server. If the version is older, it prompts for an upgrade. This
ensures that the end user will never be running an older version or an
out of sync database. The older version upgrades without the need for
manual un-install or re-entry of information.

Use the steps below to install the application from a Server. The web site
to download the E-OSN Client is always http://<machine name=>/

eosn/setup.exe, where <machine name=> is the name of the server
where the UCE Emergency On-Site Notification application was installed.
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Step 1  Place the following URL in your Web browser http://<machine name>/
eosn/setup.exe. A File Download - Security Warning dialog box,
(Figure 2-5) displays. From here you can either run the program, save
it to your PC for later installation, or cancel the installation.

Figure 2-5 File Download - Security Warning

File Download - Security Warning

Do you want Lo run or save this hile?

ﬁ Mame: sebup.exe
Type: Application, 5.35MB

Fiom: outback32

[ Bun [ Sewe | Carcel |

“while fles Irom the Intemet can be useful, this e type can
patentialy ham pow computer. If pou do not truzt the: zource, do not
fidn of save this zaltivace. What's the ijzk?

Step 2 Click Run. A Preparing to Install screen briefly appears then an Install
Shield Welcome Screen, (Figure 2-6) displays.

Figure 2-6 Emergency Notification Client Welcome Dialog Box

m UCE Emergent.j.l Omn-Site Motification Clent - Install5hield Wizard

Welc:uma to the InstallShield Wizard for LCE
Emergency On-Site Notilication Client

N The installshisld(R) wizard willinstal UCE Emergency OrrSite
Mobification Client on your compubsr. To continue, chok Mext.

WWARNIMG: This program is probected by copyright law and
internationsl treaties,

Step 3  Click Next. (Figure 2-7) displays.
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Figure 2-7 E-OSN Client Ready to Install

& UCE Emergency On-Site Nolification Client - InstallShicld Wizard

Ready to Install the Program
The wizard is ready ko begin nstallation.

Iy gen|Hrifle]

Step 4 Click Install. (Figure 2-8) displays.

Figure 2-8 E-OSN Client Installing

Installing UCE Emergency On-Site Motification Client
The program festures you selected are being installed.

Step 5 Click Next when installation stops. An Installation Complete dialog box,
(Figure 2-9) displays.
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Figure 2-9 Install Shield Wizard Complete

|:1 UCE Emergency On-5ite Notification Client - Inzstall5held Wizand

Installshield Wizard Completed

| The InstaliShield Wizard has successfully installed UCE
Emergency On-Site MotFication Client. Click Finish ko exdt the
wizand,

7l Laumch UCE Emergency On-Site Motification Cisnt

Step 6 To immediately launch the UCE E-OSN Client, check the Launch UCE
Emergency On-Site Notification Client box or leave blank to launch
later. Click Finish.

Installing SQL Server Report Service

If you already have the Full version of SQL installed, you do not need to run the SQL
Server Advanced Services SP2 upgrade. The Full SQL already comes with the
upgrade.

IMPORTANT
If you have SQL Express installed you must upgrade to SQL Advanced Services to
get SQL Server Report Service.
Refer to the OW5000 Installation Guide for information on installing SQL
Express.

Configuring the Reporting Services for SQL 2005

Step 1 Open the Reporting Services Configuration Tool by following the path,
Start > All Programs > Microsoft SQL Server 2005 > Configuration
Tools > Reporting Services Configuration Manager (Figure 2-10).
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Figure 2-10 2005 Reporting Services Configuration

G Mouscit 5oL Server 2005 3 R IENE DR ]

T Microscit Visual Shudin 205

l'ﬂ Mebwcrk: kesocisbas: ¥ ] Dooumentation snd Tuboris B Feporting Services Configurastion
) Statip ¥ T Parformence Took v MY s

| SUFERMICRD ¥ WA SO Server Bushess Fkebgenos Develipment Shado. ] smm
G Inkrrmat Explorer 115, S0 Sarver Mansgement Suda ] SO0 Sarver Surface fres Configursti
[l Outhoak Exgress

o Femote hzsstbsnos
£ MEC CWS000 »
EERZX - e

An Instance Selection dialog box displays (Figure 2-11).

Figure 2-11 2005 Instance Selection dialog box

Report Server Inslallation Instance Seleclion

Instance Selection
Ta begin connedt ko a machine, and then selack an instance from tha drop-down.

PMackine hame: [I:H,I\,I:-: Find I
Instance Nome: Faewress ——

coeet | cancel |

Step 2 Click Connect. If this is an upgrade, a Report Server Status dialog box
displays (Figure 2-12).
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Figure 2-12 2005 Report Server Status dialog box

Configure Report Server EE‘

OETET

FQSI\'HSHH

G Repar Server rtusl Desctory
3 Report Manager Vit [echary
(G0 Wk Sarvice Maniiy

8 Wb Serven Mesitty

0 Bababasa Selup

) e i hegelion

& Eraryocion keys

i Tntiskestion

iy e settings:

& Exsodon Booaurt

Report Server Status

Lins e Renoiting Servces Conliguration ool b configeine & repait Server dephrpment. Thosn ber in the narvgation pane
b ppen @ configurstion pages,

L this page ba stk o shop the Beport Server Windows senvics,

r Febance Fropertes

it M SULEWIESS
Evhance TD: ML
Erdtisiand: L]

Sarvca Raue RAurning

o]
Mot condigured

Fescormmendsd conligurstion
Mt suppartad in tha cerent nds

:
:
:

faks B | e |

Step 3 Click Report Server Virtual Directory. A Report Server Virtual Directory
Settings dialog box displays (Figure 2-13).

Figure 2-13 Report Server Virtual Directory Settings dialog box

Configure Report Server EE‘

Hcaret [ e

& 5enver Rnhs

}Qmmmm

53 Buepeet Motz irtusl Carstlony
5 wirdess Serecs iy

D) Wieh Servios ety

) Cutaham Sahp

I Faein e sten

@ Ereryptonbiars

2 weulgston

iy Evad detten

&y Exenution Aot

Report Server Virtual Directory Settings

Speecily m vbusl derschory for Hhe repart. saresr, Toooreste 4 new viesuad de ooy, deck Fles virhusl deshory,

o [aizes | | I il ek it
Website: |

[T Rprpira Securs Sockak Laper (55,] conradions

Rescpie o | =

Ceuliste flair: |
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Step 4 Click New. Accept the default values and then click OK.

Step 5 Click Report Manager Virtual Directory. A Report Manager Virtual
Directory dialog box displays (Figure 2-14).

Figure 2-14 2005 Report Manager Virtual Directory dialog box

Configure Report Server h!g

Biconect || Befreh
® st Report Manager Virtual Directory Settings
(5 Nt S Spacky wntusl dractory ued For Regoat Maraner, You can amit e ghen F you plan b
ﬂ =R l.'lrw\ﬁ.hmnl.mvnl'":ih “&wﬂ\?lwtm :In;:d‘n lmin::d:rlwry.ﬂm.
|awnwmum~f .

P ETET T T ook defik sermrgn
A5 Wirdkess Servios Ddenkty

£ Winh Sarvioa ety
0 Databirse Selug

) Searebon Inbegestion
) Erarpankers

2 reukaten

i, Ernad Setlings

B, Eweoution Aot

[ e T |

Step 6 Click New. Accept the default values and then click OK. A Task Status
dialog box displays (Figure 2-15) confirming the directory was
successfully created.

Figure 2-15 Task Status dialog box

Tazk Stotus Arrarge hy;

Bumber of arrors: 0

(5 Create Virtus Directory
The virbusl directary was crested and assigned.

el e |

Step 7 If Windows Service Identity is marked with a green check mark, no
changes are needed. If it is not marked with a green check mark, click
Windows Service Identity and click Apply to accept the default values.

Step 8 Click Web Service Identity, click New, accept the default values and
then click Apply.
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Step 9 Select Database Setup to display a Database Connection dialog box
(Figure 2-16).

Figure 2-16 Database Connection dialog box

Configure Report Server ﬁm

Hcoreect [ Befresh F
B server msin Database Connection
{50 eyt Server Wil Deertany Er:w:mdﬁmﬂmrﬁ*mhﬂmwtm.ﬁa
15 Report Fanages Wt Doy
T N pEC S EEE =] [ Comnet I
{E) Whrckoem Sarvcn [rerkky B 0 — = |
{5 Wek oo Wavky Dkabcs asion LB [ e |
bmm

@ rastsan sty T

Ia Creading & Grand Alghts soriph For T BUTHORITY ebaoeior dos

(&) assigning Rieporting Services Fighis I ey =

Step 10 Editthe Server Name field to read "<MACHINE NAME>\SQLEXPRESS"
instead of "LOCALHOST\SQLEXPRESS".

1 If the full version for SQL is being used, then \SQLEXPRESS will not be a part of the
name unless some other named instance for the database was used.

(Ll

NOTE

Step 11 Create a new Database Name by clicking New. A New SQL Server
Connection Dialog displays (Figure 2-17).
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Figure 2-17 New SQL Server Connection Dialog

S0L Server Connection Dialog EBE

Specity a S0L Server and administrator login credentials for performing Reporting Services

opearakion.

Spediy a QL Server instance:

Server Mame: [rec-uc7onser ver\SQUEXPRESS

Speciy an account with administratar privileges:

Credentials Type: [Current User - Integrated Security Ll
Liserrame: l
Passvard: |

Speciky the name of the new Reporting Services datshase:

Database Name: |RE|:||:|rL’EEfn.rer
Temp Database Mame: ReportServer TempDE
Language! |Englsh (United States) =]

Step 12

Step 13

Step 14

Rename the new Reporting Service ReportServer. Use the defaults
from the new database dialog.

Press the Connect button (Figure 2-16) to verify the database
connectivity. If connectivity fails, verify that the SQL Server OW5000 is
installed and is accessible. Also, verify that the Server Name field is
correct.

Click Apply. A Database Connection Confirmation dialog box displays
(Figure 2-18).
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Figure 2-18 Database Connection Confirmation dialog box
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Step 15 Click Exit.

x|

Loading the SQL Service Report Service

Step 1 Open a Web Browser and type the URL: //<Server Name>/Reports

Step 2 If the page fails to load, a configuration file must be manually edited by

following the procedure below:

—Browse to C:\Program Files\Microsoft SQL

Server\MSSQL.X\Reporting Services\ReportManager\. Find the file

named RSWebApplication.config.

Multiple MSSQL folders may appear, such as MSSQL.1, MSSQL.2,
and MSSQL.3. Browse through all of them until you find one that has a

Reporting Services sub folder.

—Open the config file with NotePad and find the line containing

<ReportServerVirtualDirectory></ReportServerVirtualDirectory>.
Modify the line by inserting the Virtual Directory Name ReportServer in

the field. The line will now appear as follows:

—<ReportServerVirtualDirectory>ReportServer</
ReportServerVirtualDirectory>

Step 3 Save and close the configuration file.
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Step 4 Retry opening the URL //<Server Name>/Reports. A web page opens
displaying the Home level.

J If the web pages does not open, verify that IIS is running on your server.

=
NOTE

Step 5 Click Properties to display a Role Assignment dialog box (Figure 2-
19).

Figure 2-19 2005 Role Assignment dialog box

SOL Server Reporting Senvices
Home

Y rroverses

* Delete | A New Role Assignment

Seoury

[} Group or Userd Faolels)
[ Edit BUILTIM\Admanistratoss Content Manager

Step 6 Click New Role Assignment. A New Role Assignment dialog box
displays (Figure 2-20).

Figure 2-20 2005 New Role Assignment dialog box

S0L Servar Roporting Sarvicos .
r.-n.-ﬁ heews Role Assignment .

Usa this page &0 defing mbke-based sacunty & Hong.

Group oF user name; [YWETWORE EERVICE

Splect ore or more mles to azzign to the group or uzer,

[0 Halad basergpation

B BiowEsr Wiy wiaw felders, Fopoms and subdedbie 10 faparts.

P Conbert Manager Miay manage conktant in tha Peport Servar. This inciudas folders, rEpons and rescunces.

[T My Roporss Wy publish reports and knked reports; manage folders, roports and rosources in @ usors My Poporis fofdar.
|E Publizher Wy publish reports and inked reports 1o ths Report Server,

[0 Report Buldsr My wimw repart defindions,

3

Step 7 Enter NT AUTHORITY\NETWORK SERVICE in the Group or user
name field. This field is case sensitive.

Step 8 Check the following check boxes:

—Browser
—Content Manager
—Publisher

Step 9 Click OK.
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Uploading OW5000 Reports

You must log on to the OW5000 Administrator in order to upload
reports. Refer to the UNIVERGE OW5000 Configuration Guide for
information on how to log on to the OW5000 Administrator. When you
have finished, you can either log out or just close your browser.

Step 1 Once you are logged on to OW5000 Administrator, follow this path to
open the Report Setting configuration options: OW5000 > Settings >
General Settings. A Settings dialog box displays (Figure 2-21).

Figure 2-21 2005 Settings dialog box

General Settings ;

E

DEFAULT COUNTRY CODE
Salact The Dafault Country Cade: | United States of America (1) =]

REPORT SETTINGS

Raposting Sendces URL: |i11.:|:-:.'J'ambasaadnrlznﬂep-:-rﬁarver |

Rapoets maust be uptoadad to the report s5arver before thay can be execuied: IR NSELEE

DEFAULT HOME PAGE

Salect The Defaut Home Paga: | Blankidefaul) =l

Step 2  Verify that the reporting services URL reads as follows:
http://<Machine Name>/ReportServer.

Step 3 Click Upload Reports. A Reports Confirmation dialog box displays
(Figure 2-22).
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Figure 2-22 2005 Reports Confirmation dialog box
| @ Reports uploaded succosshully.

DEFALULT COUNTRY CODE
Salect The Default Country Code: [ United States of Amanca (1) =]

REPORT SETTINGS
Reparting Seracas LURL- [hitp-fambassadaor ¥ ReponSamvar

Raporis musd ba uploaded 1o the report server bafora they can be executed: EETSEREE-IHAENES

DEFAULT HOME PAGE

Select The Default Hame Page: IBI:r&[dr:fnLil,'l -

Step 4 If a confirmation dialog box does not display, verify that the NT
AUTHORITY\NETWORK SERVICE account was correctly added to the
Home level in the Report Manager web page by doing the following.

—Go to the Report Manager web page //<Server Name>/Reports.
Verify the sub directory OW5000 was created under Home.

—Click OW5000, and then click Admin. All reports that OW5000
currently deploys and supports will display. All future reports will be
uploaded to this location anytime the Upload button is pressed in
Admin, assuming that the report to upload is residing in the reports
deployment folder. The default deployment folder is C:\Program
Files\NEC\OW5000\Administrator\ReportFiles.

Reports can now be generated for applications using SSRS reports.
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Configuring the Reporting Services for SQL 2008

Step 1 Open the Reporting Services Configuration Tool by following the path,
Start > All Programs > Microsoft SQL Server 2008 > Configuration
Tools > Reporting Services Configuration Manager (Figure 2-23).

Figure 2-23 2008 Reporting Services Configuration

G Moot S sz G otk #|[R Reportig Sevees Corfpretion Heneger

@ |

FE] oot | [6) stut oo

An Instance Selection dialog box displays (Figure 2-24).

Figure 2-24 2008 Instance Selection dialog box

Reporting Services Configuration Connection

Microsaft SOL Server 2008 Feporting Services
Connect to a report server instance:

Flaase specify & server nama, chick the Find butkon, and salect & report sarver
nstance ko configure.,

Ejrd

Serwar Name: ]APPEI.#.EMIKH

Report Server Instance: ]SQLEKPRE‘:T

@

Step 2  Specify a Server Name, select a Report Server Instance, and then click
Connect. A Report Server Status dialog box displays (Figure 2-25).

If Report Server Instance is greyed out, re-run the SQL installation and ensure that
the Report Server component is installed.

(L)

NOTE

UCE Emergency On-Site Notification (E-OSN) Installation Guide - Issue 2



2-20

Installation

Figure 2-25 2008 Report Server Status dialog box
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If the If the Stop button is greyed out, the Report Server is not connected.
Click the Start button.

The following topics are included for Configuring Reporting Services for

SQL 2008:

Service Account
Web Service URL
Database

Report Manager URL

Service Account

Service Account identifies which account will run the report server
service. The server account is selected during SQL installation.

To verify the account, select Service Account from the Reporting
Services Configuration Manager dialog window. Figure 2-26

displays.
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Figure 2-26 2008 Service Account dialog

B Reporting Services Condiguration Manager: HOLDES, MSSOLSERYER
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The default value for Use built-in account is Network Service.

J The Service Account window is for verification purposes only. It is recommended

%_ that the Use built-in account value not be changed from the default.
NOTE Once verified, no further action is required.

In order to change the bullt-in account type, you must have an encryption key. It is
recommended that you create a backup of the Report Server Database before
selecting any account other than the default.
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If the Use built-in account field is changed, the following error message may
appear.

IMPORTANT “The report server cannot decrypt the symmetric key used to access sensitive or

encrypted data in a report server database. You must either restore a backup key or
delete all encrypted content. Check the documentation for more information.
(rsReportServerDisabled)”

If you receive this error, the Service login account has changed and a new
encryption key file is needed to validate the new account. You should restore a
symmetric key only if it is the same key that is currently used to encrypt and decrypt
data in the report server database. If you restore a symmetric key that is not valid,
you will no longer be able to access sensitive data. In this case, you must delete and
re-create the key. Refer to documentation from Microsoft SQL Server on restoring
encryption Key files. If the key file is not available, then go to the Encryption section
and delete the current key file and re-do all steps.

Web Service URL

Follow the steps below to configure a URL to access the Report Server.

Step 1 From the Reporting Services Configuration Manager dialog box,
select Web Service URL. Figure 2-27 displays.

Figure 2-27 2008 Web Service URL dialog box
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J The Web Service URL dialog box is populated with data identified during the SQL
installation. If no changes are needed, it is recommended that you accept the default
settings. If you accept the default settings, no further action is needed.

)

NOTE
If you need to make changes, notify your System Administrator and proceed with the
steps below.

Step 2  Enter a name for the Virtual Directory. This allows you to specify the
virtual directory name for the Report Server Web service. You can only
have one virtual name for each Report Server Web service instance on

the same computer.

1 If the default value for Virtual Directory is ReportServer_SQLEXPRESS, it is
recommended that you change it to ReportServer by removing the _SQLEXPRESS
portion (to match the last qualifier of the default Report Server URL seen in OW5000

NOTE Settings).

Il

Step 3  Selectan IP Address from the drop-down list. It is normally OK to accept
the default value, All Assigned.

Step 4 Enter the TCP Port number. The default is 80.
Step 5 Click Apply. A confirmation dialog box, Figure 2-28 displays.

Figure 2-28 Confirmation dialog box

R esullz
@ Creating wirtual directory ReportServer

[@ reserving i it JFhe0

The sl wes succassfuly resarved,

For information on Advanced settings, refer to Microsoft’s SQL Server
2008 SQL Server Setup Help, Web Service URL (Reporting Services
Configuration) Online Help.

Database

The Report Service Database stores all report content and application
data and is accessed under Database on the Reporting Services
Configuration Manager dialog window (Figure 2-29). Use the Report
Service Database dialog window to verify report server database

settings.
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Figure 2-29 2008 Report Server Database dialog box

)

NOTE

Report Servar Database
Rleparting Services stores Al reperk server eontert and saplication data in a datshase, Use this page ta ereate o
charage the repart server dotabase or update database connesctian credentiaks.

—Current Report Servar Database
dick Charige datebasa ta select a differant database or ereate a new database innative or SharePoint inbagrated moda,

S0L Server Mami APPALAEMIKEY | SOLERPRESS
Diatafbase Mama: ReportSeror
Report Server Modo: Nativa

" Chenge Dntsbase

—Current Repait Serwar Dakabase Cradendal

Thee Followdng credentdals aro wsed by tha repoet server o connect bo the repork server database. Use the options below o dhoose a
dfferent aeoourt o wpdate a password,

Cred=rkiali Servios Aocount
Laginz NT AUTHIRITYIRET'WCRE SERVICE
Passiard e

Change Credentials

The fields in the Report Server Database dialog box are populated during SQL
installation. If SQL Installation was performed correctly, no changes to this page are
necessary.

Step 1 If the fields in Figure 2-29 are blank, click Change Database. A
Change Database—Action dialog box displays (Figure 2-30).
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Figure 2-30 Change Database—Action dialog box
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Step 2 Click Next. A Change Database—Database Server dialog box displays
(Figure 2-31).
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Figure 2-31 Change Database—Database Server dialog box
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Step 3 Click Test Connection. Figure 2-32 displays.

Figure 2-32 Test Connection Confirmation dialog box

Test Connection il

L] "-'q Test Connection Succeeded.
-

UCE Emergency On-Site Notification (E-OSN) Installation Guide - Issue 2



Installation 2-27

Step 4 If the test is not successful, edit the Server Name to match the instance
name and try again.

J Depending on the SQL edition you are using and how it was installed, one of the

(1L

following

NOTE

should allow a successful connection:

<hostname>

<hostname>\<instance name>
\<instance name>

If you are in doubt as to whether or not a successful Test Connection is connecting to
the correct SQL instance, try using Microsoft SQL Server Management Studio to
connect to the value you have specified here. You should not only be able to
connect, but also examine the Databases to find the OW5000 database residing
there. (It's technically OK, however, to install the Report Server Database within a
different instance of SQL than that where the OW5000 database resides.)

Step 5

Click Next. A Change Database—Database dialog box displays

(Figure 2-33).

Figure 2-33 Change Database—Database dialog box
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Step 6

Accept the defaults and click Next. A Change Database—Credentials

dialog box displays (Figure 2-34).
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Figure 2-34 Change Database—Credentials dialog box
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Step 7 Accept the default values and click Next. A Change Database—
Summary dialog box displays (Figure 2-35).

Figure 2-35 Change Database—Summary dialog box
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Step 8 Review the settings and click Next. The Change Database - Progress
and Finish dialog box displays, Figure 2-36. (Wait for it to complete.).

Figure 2-36 Change Database—Progress and Finish dialog box
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Step 9 Confirm that a status of Success is shown for each step, and then click
Finish.
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Figure 2-37 Report Server Database—Database option
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Change Credentials

Report Manager URL

To access the Report Manager, you must configure a URL. Follow the
steps below.

Step 1  Select Report Manager URL from the Report Server Status dialog box.
Figure 2-38 displays.
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Figure 2-38 2008 Report Manager URL dialog box
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Step 2 Enter a value of Reports for the Virtual Directory name for Report
Manager Site Identification.

Step 3  Click Apply.

Step 4 Test the URL by clicking the link in the URLs section of the Report
Manager URL window. If the URL is correct, Figure 2-39 displays. (It

can take 60 seconds or longer for this page to open in your browser).

1 If prompted, enter the User Name and Password of the person that has machine
administrator privileges on that machine.

)

NOTE

Figure 2-39 2008 SQL Server Reporting Services Home

= S0L Server Reporting Services
Home

|

CiMew Folder “kMNew Data Source 4] Upload File

There are no items in Home, Click Help for more information about this page.
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Loading the SQL Service Report Service

Step 1 If the page fails to load, a configuration file must be manually edited by
following the procedure below:

—Browse to C:\Program Files\Microsoft SQL
Server\MSSQL.X\Reporting Services\ReportManager\. Find the file
named RSWebApplication.config.

Multiple MSSQL folders may appear, such as MSSQL.1, MSSQL.2,
and MSSQL.3. Browse through all of them until you find one that has a
Reporting Services sub folder.

—Open the config file with NotePad and find the line containing
<ReportServerVirtualDirectory></ReportServerVirtualDirectory>.

Modify the line by inserting the Virtual Directory Name ReportServer in

the field. The line will now appear as follows:

—<ReportServerVirtualDirectory>ReportServer</
ReportServerVirtualDirectory>

Step 2  Save and close the configuration file.
Step 3 Retry opening the URL //<Server Name>/Reports. A web page opens
displaying the Home level.
gty If the web pages does not open, verify that IIS is running on your server.
L';} If the web page opens, the following error might be displayed: This page might not

function correctly because either your browser does not support scripts or

active scripting is disabled. If so, using Internet Explorer, go to Tools > Internet
Options > Security tab > Local Intranet, click the Sites button, and add your
Report Manager URL to the list of sites.

Step 4

Click the Properties tab. Figure 2-40 displays.

Figure 2-40 2008 SSRS Properties Page
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Step 5 Click New Role Assignment. A New Role Assignment dialog box

displays (Figure 2-41).
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Figure 2-41 2008 New Role Assignment dialog box
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Step 6 Enter NT AUTHORITY\NETWORK SERVICE in the Group or user
name field. This field is case sensitive.

Step 7 Check the following check boxes:

—Browser
—Content Manager
—Publisher

Step 8 Click OK.

Uploading OW5000 Reports

You must log on to the OW5000 Administrator in order to upload
reports. Refer to the UNIVERGE OW5000 Configuration Guide for
information on how to log on to the OW5000 Administrator. When you
have finished, you can either log out or just close your browser.

Step 1 Once you are logged on to OW5000 Administrator, follow this path to
open the Report Setting configuration options: OW5000 > Settings >
General Settings. A Settings dialog box displays (Figure 2-42).

Figure 2-42 2008 Settings dialog box

OWS5S000  UAS200 Unified Communications

Settings

DEFAULT COUNTRY CODE

Select The Default Country Code: | United States of America (1) =
REPORT SETTINGS

Reporting Semvices URL: |hl!p'."J'appEIabrnilcEdJFEEpnriSEﬂrEl ]

Reports must be uploaded to the report server before they can be executed: [UAGELEEE L E]
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Step 2  Verify that the reporting services URL reads as follows:
http://<Machine Name>/ReportServer.

Step 3 Click Upload Reports. A Reports Confirmation dialog box displays
(Figure 2-43).

Figure 2-43 2008 Reports Confirmation dialog box

OWS000 UAS200 Unified Communications

Seltings

‘ @ Reports uploaded successfully.

DEFAULT COUNTRY CODE

Select The Default Country Code: |UI‘IitEd States of America (1) :]

REPORT SETTINGS

Reporting Senices URL: |hitp=//appslabmiked/ReportSever |

Reports must be uploaded to the report server before they can be executed: JREEIGEGESERETE

Step 4 If a confirmation dialog box does not display, verify that the NT
AUTHORITY\NETWORK SERVICE account was correctly added to the
Home level in the Report Manager web page by doing the following.

—Go to the Report Manager web page //<Server Name>/Reports.
Figure 2-44 displays.

Figure 2-44 Reports Home page

SQL Server Reporting Services
Home

Contents Pr{ll't_lﬁ
1

iMNew Folder «»MNew Data Source 4] Upload File

3 OWS5000 !new

—Verify the sub directory OW5000 was created under the Contents tab.
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—Click OW5000, and then click Admin. All reports that OW5000
currently deploys and supports will display. All future reports will be
uploaded to this location anytime the Upload Reports button is
pressed in Admin, assuming that the report to upload is residing in the
reports deployment folder. The default deployment folder is
C:\Program Files\NEC\OW5000\Administrator\ReportFiles.

Reports can now be generated for applications using SSRS reports.
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Configuring the Reporting Services for SQL Services 2008 R2

Step 1 Open the Reporting Services Configuration Tool: Start > All Programs >
Microsoft SQL Server 2008 R2 > Configuration Tools > Reporting
Services Configuration Manager (Figure 2-45).

Figure 2-45 2008 R2 Reporting Services Configuration

. Microsaoft SOL Server 2008 B2
L Import and Export Data (32-bit)
L Import and Export Data {64-bit)
0‘3 0L Server Business Inteligence Develo
-'53 L Server Management Studio
. Configuration Taals

E Reporting Services Configuration M
S0L Server Configuration Manags

J S0L Server Error and Usage Reporti
T SOL Server Installation Center (64-t

, Integrakion Services j
1 Back
I |5earch programs and Files |Eﬂ

An Instance Selection dialog box displays (Figure 2-46).

Figure 2-46 2008 R2 Instance Selection dialog box

Reporting Services Configuration Connection

EE) Micressfte
¢ SQLServer2008r2
Reporting Services

Plaase specify & server nama, click the Find butten, and seleck a repart server

instance bo confioure,
Server Name: [ MKD-UCE-84 Find |
Report Server Instance: ISQI.EKF‘RESS j

@ Conneck I Cancel I
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Step 2  Specify a Server Name, select a Report Server Instance, and click
Connect. A Report Server Status dialog box displays (Figure 2-47).

J If Report Server Instance is grayed out, re-run the SQL installation and ensure that

E_ the Report Server component is installed.

NOTE

Figure 2-47 2008 R2 Report Server Status dialog box
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Fpit Server Mode:
[ Execution docourt Fiapcdt Service St Hated
B Erenyption keys St I Stop I
1L Some-nk CepbTyrent
Ramks
o= |
e ey | e ]

—If the Stop button is grayed out, the Report Server is not connected.
Click the Start button.

The following topics are included in this section:

Service Account
Web Service URL
Database

Report Manager URL

Service Account

Service Account identifies which account will run the report server
service. The server account is selected during SQL installation.

To verify the account, select Service Account from the Reporting
Services Configuration Manager dialog window. Figure 2-48
displays.
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Figure 2-48 2008 R2 Service Account dialog
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The default value for Use built-in account is Network Service.

The Service Account window is for verification purposes only. It is recommended
that the Use built-in account value not be changed from the default.

Once verified, no further action is required.

In order to change the bullt-in account type, you must have an encryption key. It is
recommended that you create a backup of the Report Server Database before
selecting any account other than the default. See .

If the Use built-in account field is changed, the following error message may
appear.

“The report server cannot decrypt the symmetric key used to access sensitive or
encrypted data in a report server database. You must either restore a backup key or
delete all encrypted content. Check the documentation for more information.
(rsReportServerDisabled)”

If you receive this error, the Service login account has changed and a new encryption
key file is needed to validate the new account. You should restore a symmetric key
only if it is the same key that is currently used to encrypt and decrypt data in the
report server database. If you restore a symmetric key that is not valid, you will no
longer be able to access sensitive data. In this case, you must delete and re-create
the key. Refer to documentation from Microsoft SQL Server on restoring encryption
Key files. If the key file is not available, then go to the Encryption section and delete
the current key file and re-do all steps.
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Web Service URL

In order to access the Report Server, the Web Service URL must be
configured. Use the Web Service URL page to configure or modify the
URL used to access the report server. A URL reservation will be created
based on the URL you specify.

Follow the steps below to configure a URL in order to access the Report
Server.

Step 1 From the left panel of the Reporting Services Configuration
Manager dialog window, select Web Service URL. Figure 2-49
displays.

The Web Service URL dialog box is populated with data identified during the SQL
installation. If no changes are needed, it is recommended that you accept the default
settings. If you accept the default settings, no further action is needed for this
procedure.

(L1

NOTE

If you need to make changes, notify your System Administrator and proceed with the
steps below.

Figure 2-49 2008 R2 Web Service URL dialog box
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Step 2 Enter a name for the Virtual Directory. This allows you to specify the
virtual directory name for the Report Server Web service. You can only

have one virtual name for each Report Server Web service instance on
the same computer.

Step 3  Selectan IP Address from the drop-down list. It is normally OK to accept
the default value, All Assigned.
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Step 4 Enter the TCP Port Number. The default is 80.
Step 5 Click Apply. Figure 2-50 displays.

Figure 2-50 2008 R2 Web Service URL—Confirmation dialog box

Resubts
(&) Cresting vitusl directory ReportServer

(30 Reserving i ttp:/ 20
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For information on Advanced settings, refer to Microsoft’s SQL
Server 2008 R2 Reporting Services Configuration Manager
Online Help.

Database

The Report Service Database stores all report content and application
data and is accessed under Database on the Reporting Services
Configuration Manager dialog box. Use the Report Service
Database dialog box to verify report server database settings.

Figure 2-51 Report Service Database

Repart Server Database
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Change Dakabasze

—Current Repoet Server Databasa Cradentid

The Folowing credentials ara used by tha report sarver to connact ba e report server detabase, Use the aptions
below to choose a diferent accourk or update a passward.

Credentizl: Service Aooount
Lagin: NT ALTHORTTY{METWORKSERVICE
Passiard; e

Changs Credentials I
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The fields in the Report Server Database dialog box are populated during SQL
installation. If SQL Installation was performed correctly, no changes to this page are

necessary. If the fields are blank on the Report Server Database dialog, follow the
NOTE steps below.

L)l

Step 1 Ifthe fields in the Report Server Database dialog are blank, click Change

Database. A Change Database—Action dialog box displays (Figure 2-
52).

Figure 2-52 Change Database—Action dialog box
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Step 2  Click Next. A Change Database—Database Server dialog box displays
(Figure 2-31).
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Figure 2-53 Change Database—Database Server dialog box
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Step 3  Click Test Connection. Figure 2-32 displays.

Figure 2-54 Test Connection Confirmation dialog box

Test Connection E

:l Test Connection Succeeded,

Step 4 If the test is not successful, edit the Server Name to match the instance
name and try again.

a Depending on the SQL edition you are using and how it was installed, one of the
following should allow a successful connection:

(L1

NOTE <hosthname>

<hostname>\<instance name>
\<instance name>

If you are in doubt as to whether or not a successful Test Connection is connecting to
the correct SQL instance, try using Microsoft SQL Server Management Studio to
connect to the value you have specified here. You should not only be able to
connect, but also examine the Databases to find the OW5000 database residing
there. (It's technically OK, however, to install the Report Server Database within a
different instance of SQL than that where the OW5000 database resides.)
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Step 5 Click Next. A Change Database—Database dialog box displays
(Figure 2-33).

Figure 2-55 Change Database—Database dialog box
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Step 6 Accept the defaults and click Next. A Change Database—Credentials
dialog box displays (Figure 2-34).

Figure 2-56 Change Database—Credentials dialog box
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Step 7 Accept the default values and click Next. A Change Database—
Summary dialog box displays (Figure 2-35).

Figure 2-57 Change Database—Summary dialog box
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Step 8 Review the settings and click Next. A Change Database—Progress and
Finish dialog box displays (Figure 2-36). Wait for it to complete.
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Figure 2-58 Change Database—Progress and Finish dialog box
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Step 9 Confirm that a status of Success is shown for each step, and then click
Finish.

Figure 2-59 Report Server Database—Database option
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Report Manager URL

Use the Report Manager URL page to configure or modify the URL used
to access Report Manager. Report Manager listens on the same IP
address and port as the Report Server Web service. By default, the
Report Manager URL inherits the prefix, IP address, and port of the
Report Server Web Service URL. If you configured Report Manager to
point to a different Report Server Web service, you must modify the
Report Manager URL settings. Follow the steps below.

Step 1  Select Report Manager URL from the Reporting Services
Configuration Manager dialog box. Figure 2-60 displays.

Figure 2-60 2008 R2 Report Manager URL dialog box
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Step 2 Enter a value of Reports for the Virtual Directory name for the Report
Manager Site Identification.

Step 3  Click Apply.

Step 4 Test the URL by clicking the link in the URLs section of the Report
Manager URL window. If the URL is correct, Figure 2-61 displays. (It
can take 60 seconds or longer for this page to open in your browser.)

If prompted, enter the User Name and Password of the person that has machine
administrator privileges on that machine.
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Figure 2-61 2008 R2 SQL Server Reporting Services Home
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correctly because either your browser does not support scripts or active
NOTE scripting is disabled. If so, using Internet Explorer, go to Tools > Internet Options
> Security tab > Local Intranet, click the Sites button, and add your Report

Manager URL to the list of sites.

L)l

Loading the SQL Service Report Service

Step 1 Click Folder Settings (Figure 2-61) to display a Role Assignment
dialog box (Figure 2-62).

Figure 2-62 2008 R2 Role Assignment dialog box
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Step 2 Click New Role Assignment. A New Role Assignment dialog box
displays (Figure 2-63).

Figure 2-63 2008 R2 New Role Assignment dialog box
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Step 3 Enter NT AUTHORITY\NETWORK SERVICE in the Group or user
name field. This field is case sensitive.
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Step 4 Check the following check boxes, as shown in Figure 2-64.

—Browser
—Content Manager
—Publisher

Figure 2-64 2008 R2 New Role Assignment Datafill
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Step 5 Click OK.

Uploading OW5000 Reports

You must log on to the OW5000 Administrator in order to upload
reports. Refer to the UNIVERGE OW5000 Configuration Guide for
information on how to log on to the OW5000 Administrator. When you
have finished, you can either log out or just close your browser.

Step 1 Once you are logged on to OW5000 Administrator, follow this path to
open the Report Setting configuration options: OW5000 > Settings >
General Settings. A Settings dialog box displays (Figure 2-65).

Figure 2-65 2008 R2 Settings dialog box
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Step 2  Verify that the reporting services URL matches the Virtual Directory
value in the Reporting Services Configuration Manager. The default is
http://<Machine Name>/ReportServer.
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Step 3 Click Upload Reports. A Reports Confirmation dialog box displays

(Figure 2-66).

Figure 2-66 2008 R2 Reports Confirmation dialog box
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Step 4 If a confirmation dialog box does not display, verify that the NT

AUTHORITY\NETWORK SERVICE account was correctly added to the
Home level in the Report Manager web page by doing the following.

—Go to the Report Manager web page //<Server Name>/Reports.
Figure 2-67 displays.

Figure 2-67 Report Manager—Home
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— Verify the sub directory OW5000 was created under Home.

—Click OW5000, and then click Admin. All reports that OW5000
currently deploys and supports will display. All future reports will be
uploaded to this location anytime the Upload button is pressed in
Admin, assuming that the report to upload is residing in the reports
deployment folder. The default deployment folder is C:\Program
Files\NEC\OW5000\Administrator\ReportFiles.

Reports can now be generated for applications using SSRS reports.
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Configuration

The functions and associated screen displays for configuring the UCE
Emergency On-Site Notification (E-OSN) application are described in
this chapter.

Before configuring the E-OSN application, a user with OW5000 Administrator
access rights must log in to the OW5000 Administrator application and create a
user with E-OSN Administrator privileges. Once a user is given E-OSN
Administrator access rights, that user can log in to OW5000
Administrator and configure the E-OSN application. Through the
OW5000 Administrator, you select routes to be monitored and designate
those routes as emergency notification routes. You also designate
personnel to receive emergency notification events. From the OW5000
you can also create Emergency Call History reports. When you have
finished configuring the application, you can either log out or just close
your browser.

This chapter provides the procedures for starting and configuring the E-
OSN application and UCE Emergency On-Site Notification Client (E-OSN
Client). Procedures are located in the following sections:

Chapter Topics = Login Authorization

Route Configuration

Emergency Notification Administration
Email Notification

MA4000 Location Data Sync

Login Authorization

The following user roles are available for the UCE Emergency On-Site
Notification application.

< Emergency On-Site Notification Administrator - selecting this role
allows you to login to OW5000 Admin and configure E-OSN options.
You must also have OW5000 Admin authorization. The E-OSN
Administrator has the same functionality as an Emergency On-Site
Notification User.

< Emergency On-Site Notification User - an E-OSN User can log into an
E-OSN Client and is able to view emergency calls, perform Listen In,
Conference, and Acknowledge.
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< Emergency On-Site Notification Observer - an E-OSN Observer can
log into an E-OSN Client and is able to view emergency calls, but is
not able to perform Listen In, Conference, or Acknowledge.

Selecting Desired User Role
Follow the steps below to select the desired user role.

Step 1  Navigate to OW5000 > Directory > Users. On this screen, select the
user to be given Emergency On-Site Notification privileges by clicking on
the Pencil icon next to the name.

Step 2  Scroll down to the section APPLICATIONS AND ROLES.

Step 3  Click on the check box next to UCE Emergency On-Site Notification
and select the desired user type from the drop list, Figure 3-1.

d An E-OSN Administrator must also have OW5000 Administrator access rights;
otherwise, the E-OSN Admin will not be able to properly configure the system.

—
—_

—

NOTE

Figure 3-1 User Type Selection

APPLICATIONS AND ROLES

" DbTool - Import/Export OW5000 Data
™ Message Center [MC Admin Recipient ¥
[ OW5000 Administrator | OW5000 Administrator [

" OW5000 Platform Web Directory |W£=I.1 Directory User &

I Procedure Manager Administrator |F'r|:|1:-:—du{e Manager Admin j
[ UA5200 On-Call | On-Call Admin User [E]

™ UA5200 Room Direct for Health Care |Room Direct Administrator ¥
I~ UA5200 Server | UA5200 Administrator &)

I~ ucroo |UC700 ACD User B

¥ UCE Emergency On-Site Notification |E-OSN Administrator ¥]

[ Wake-Up E-OSN Administrator -

E-OSN Observer
E-OSN User

DbTool User -

A
ful

Apply

Step 4  Click the Apply button.
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Route Configuration

Configuring a route and assigning a name to it uniquely identifies
incoming calls on this route for users of Attendant applications.

The main Route/Trunk Management screen, Figure 3-2, is accessed from
OW5000 > Platform > Routes/Trunks and contains a list of all existing
Routes. A check box in the E-OSN check box column identifies the route
as an Emergency On-Site Notification route. The E-OSN check box is visible
when Emergency On-Site Notification is properly licensed and the
logged in user has Emergency On-Site Notification Administrator
privileges.

Marking a route as an Emergency On-Site Notification Route allows the
system to monitor the route and report all activity on the route as an
emergency call.

Figure 3-2 Route/Trunk Management

OWE000  vAS200  Unified Communications

Route/Trunk Management

Add New Trunk

1-11aiM rL"':-:'!'-:ISEEg.:H Resulis perpage F'ﬁge:i.__:ﬁl of 1
Aoute Hame & PBX Route Mumber Begin Tk Ending Trunk Tenant E-OSH

JE AcdPEX 10 o 12 | [

ﬁ m 1w AcdPEX 252 1] 1040 1 I=

JE AcdPEN 24 | 23 | E

J & o AcdPEX 26 ! 23 1 17

JE a3 AcdPEX 3 i 1 | r

ﬁf il e7zen AcdPEX 7EB &7 B 1 I

;5? M DanTest DonTest-Phadntercept 3 { 2 { I=

p'? il EosHTestTrun DEVA4D & ! 10 ! F

F & uyo AcdFEX i 1 66 i &

,:f I AosteTunkissend LN info  Jon Lecy LN.PEX 10 1 z 1 I

J @ TrunktoTsPeX SV7000-44 8 1 3 1 B

1-1af 1 fr:-’.ﬂ-'ﬂ*a'i:_l_ Resuls per page Pagell Dol

Adding/Editing UCE Emergency On-Site Notification Routes

Perform the following steps to add or edit an UCE Emergency On-Site
Notification Route.

Step 1  To edit a Route and designate it as an Emergency Notification route,
browse to OW5000 > Platform > Routes/Trunks.
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Step 2  Select the Route to be changed by clicking on the Pencil icon. A screen,

Figure 3-3, opens displaying information for that Route. A check in the
box under UCE Emergency On-Site Notification identifies the route as
an UCE Emergency On-Site Notification route. Absence of a check in the
box indicates the route is not an UCE Emergency On-Site Notification

route.
paany OWS5000 does not support route 0 as a valid route. Route 0 should not be used as an
= emergency route in a PBX since E-OSN will not be notified when an emergency call
NOTE is made on that route.

Figure 3-3 Add/Edit Route/Trunk Management dialog box

OW5000 UAS200 Unified Communications

Route/Trunk Management

* Route Number: |252 |

* Mame: [10

* Baginning Trunk:

* Ending Trunk:
*PBEX: |;§.ch8}{ =
* Tenant Number: Ij IF]

Marks the trunk range for this route as emergency trunks and will
generate emergency notifications when used.

¥ Emergency Notification Route

UserDefined 1: | |
UserDefined 2: | |
UserDefined 3: | |

|

UserDefined 4: |

oo ] Carcl

Make desired change and click Apply. A confirmation screen displays,
Figure 3-4.

Step 3
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Figure 3-4 Add/Edit Route/Trunk confirmation

Routa/Trunk Management

@ Trunk saved

* Route Mumber: |10

* Mame: |1I3l
* Beginning Trunk: [10 |
* Ending Trurk: [12 i

* PBX: [AcdPEX
* Tenant Mumber: | 1 :"'ii

=]

Marks the trunk range for this route as emergency trunks and will generate
emergency notifications when wsed

¥ Emergency Metification Route

UserDefined 1: |

UseDefined 2: |

UserDefinad 3: |

UserDefinad 4: |

When designating a route as an E-OSN route, ensure that the associated PBX is selected

E_ as a PBX for the OW5000 application called OAI Server. If OAI Server is not selected to get
NOTE an OAI Association to that PBX, then a warning displays.
;_&:_ The TelEvent service must be restarted in order to have the new E-OSN route monitored.
NOTE

Emergency Notification Administration

UCE Emergency On-Site Notification (E-OSN) Installation Guide - Issue 2

To access the UCE Emergency On-Site Notification application, browse
to OW5000 > Applications > UCE Emergency On-Site Notification. This
provides the following administration options, Figure 3-5.

= E-OSN Client Settings
Notification Configuration
Reports

System Test

Trunk Monitor Status
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Figure 3-5 E-OSN Administration application

Access Server
Platform ACD
Applications Application Message Service
Directory Dialer
Application Data Email Motification E-O5H Client Settings

Settings Incoming Call Assiatant E-O5N Workstations
Scheduler Location Status Information Holification Configuration
Templates OAl Server Reparts

MAADDD Integration Remaote Call Contral System Tesl

Version Information UCE Emergency On-Site Notification ¥ Trunk Monitor Status

sy These menu options are only visible when UCE Emergency On-Site Natification is
= properly licensed and the user has UCE Emergency On-Site Notification
Administrator privileges.

NOTE

Emergency Notification Client Settings
The E-OSN Client can be configured to use Windows login or OW5000
User Role login. Use E-OSN Client Settings to configure the parameters
for the E-OSN Client. Client Settings are accessed from OW5000 >
Applications > UCE Emergency On-Site Notification > E-OSN Client Settings.
These parameters include:
< Login method

— Windows Login (Default) (NTLM)

— OW5000 login
= Suppress Screen Saver

— Enabled- (Default) On receipt of notification, send "mouse move"
to make screen saver go away.

— Disabled - On receipt of notification do not attempt to make screen
saver go away.

p Some screen saver systems may not respond and continue to block dialog pop
= attempts.
NOTE

= Alert Sound

— Pick one from a list of audio file names for the E-OSN Client to play
upon receipt of emergency notification call.

— The client comes installed with 10 "built in" wave files out of the
box. The built in file names are listed in the Alert Sound drop
down box, allowing you to choose which file to use.

psd Preview alert sounds using the System Test for Emergency Calls. An E-OSN Client
= will play the configured sound when the test call is received.
NOTE
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« Allow Listen In

— Enabled - (Default) E-OSN Users are allowed to perform Listen In
actions using their E-OSN Clients and/or their configured
workstation Dterms.

— Disabled - E-OSN Users are not allowed to perform Listen In
actions, from either their E-OSN Client or from their configured
workstation Dterms.

gLty Listen In provides the ability to silently monitor an emergency call in progress.

(1L

NOTE
= Allow Conference

— Enabled - E-OSN Users are allowed to perform conference actions
using their E-OSN Clients and/or their configured workstation
Dterms.

— Disabled - E-OSN Users are not allowed to perform conference
actions from either their E-OSN Clients and/or their configured
workstation Dterms.

= Default Phone Action describes the action executed when handling
emergency calls via the configured workstation Dterms.

— Listen In (Default) - When joining an emergency call using the
phone, the E-OSN User will silently listen to this call. This option is
not available when Listen In is not selected.

— Conference - When joining an emergency call using the phone,
the E-OSN User will enter into a conference with this call. This
option is not available when Conference is not selected.

These settings apply to all E-OSN Client instances. Figure 3-6 provides
an example of the E-OSN Client Settings screen.

Figure 3-6 E-OSN Client Settings

E-OSN Client Settings

Suppress Scraen P
Saver

Login Method | OWSs000 "1

Alart Sound I.ﬁ.larrn ﬂ

Allow Listen In- &

Waming: Conference will allow interaction with
an emergency call in progress

Default F‘han-el—_—]‘-,
Action Listen In

Allow Conference: I

UCE Emergency On-Site Notification (E-OSN) Installation Guide - Issue 2



3-8 Configuration

E-OSN Workstations

In order to use the E-OSN Client in combination with a Dterm extension
(thus being able to perform Listen In and Conference), an E-OSN
workstation must be configured for each machine that is running the E-
OSN Client. Access the E-OSN workstation’s configuration page from
OW5000 > Applications > UCE Emergency On-Site Notification >
E-OSN Workstations, see Figure 3-7.

Figure 3-7 E-OSN Workstation Configuration

OWS000 WUAS5200 Unified Communications
Platfiorm

Applications Access Server

Directory ACD

Application Data Application Message Sernvice
Settings Dialer

Scheduler Email Notification

Templates Incoming Call Assistant

MA4000 Integration Location Status Information

Version Information 0Al Server
g’ B  holden Remote Call Control
J B  vivekTest UCE Emergency E-OSN Client Settings

;:‘a" T wncaswDo16L 2020 E-OSN Workstations
Notification Configuration

1-3 of 3 records H Results per page gy
System Test

Trunk Monitor Status

The main screen under E-OSN Client Workstations is depicted in
Figure 3-8. To add a new workstation item, click the Add New
Workstation button. The grid under this button contains a list of
already configured workstations. This grid contains the following items:

Modify icon (pencil) - modifies an existing workstation

Delete icon (trashcan) - deletes an existing workstation

Machine Name - name of the PC that will run the E-OSN Client

Prime Line - extension number used as prime line

Emergency Line - extension number used as emergency line (subline)
Tenant - tenant number for prime line/emergency line
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Figure 3-8 E-OSN Client Workstations

E-OSN Client Workstations

Add New Woarkstation

1-3of3records|20 |E Results per page Page[1  |Bof1
Machine Name A Prime Line EmergencyLine Tenant

J @ holden 4004 4333 1

J B vweiTest 70050 1

J @ vncaswoosL 2020 2021 !

1-3 of 3 records[20 |8 Results per page Page[1  |Bor1

Pressing Add New Workstation or the modify icon (the pencil icon)
opens a new page where the administrator can define the Machine
Name, the PBX, the Prime Line and the Emergency Line, see Figure
3-9.

Figure 3-9 Add/Modify New Workstation

E-OSN Client Workstations

Wachine Mame” |EQSN_MachineName |
PBX: [sv7000-44 4
Prime Line: |2c|2|3 ﬂ
Emergency Line: |2|;]21 ;'

The PBX can be picked from a drop down list populated with PBXs that
are selected to be monitored by the Oai Server application. Choosing
the PBX populates the Prime Line and Emergency Line drop down boxes
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with extensions from that PBX, which can be used as prime line or
emergency line.

e, The emergency line must be defined in the PBX and in OW5000 Admin as a subline

@ for the Dterm that uses the above mentioned prime line as main line. This subline

N should be labeled “Emergency Line on E-OSN Workstation's Dterm”.
The Machine Name can be entered only when a new workstation is
created (related text field is disabled when modifying an existing
workstation). Normally this field has to take the name of an existing PC.
There are some situations when the machine has to take a fictive name,
as depicted in the Note below.

g, Customers must configure one E-OSN Workstation (with valid prime line and

@ emergency line) for any PBX if they want the ability to join the call in progress on any

o PBX. The machine name does not have to be valid if it is not intended to run an E-

OSN Client. Only the Dterm prime line and emergency line (subline) need to be
valid. This will help when a single security guard station needs to be able to support
a building with multiple PBX's. In that case, the customer will need to drop multiple
Dterms near the main E-OSN Workstation so that the guard can still monitor/
conference into an emergency call regardless of which PBX it originated from. It is
recommended that the name of the fictive E-OSN Workstation be a descriptive
name, such as "Building A Emergency Line".

In the event the configured E-OSN workstation PCs are not usable (e.g.
due to network problems), the following backup ringing and emergency
call processing options are provided.

Backup Ringing

< The Dterms of the configured E-OSN Workstations page sounds the
Alert chime and displays the text "Emergency Call" whenever there
are new, unacknowledged calls in progress.

- After adding a new workstation using the E-OSN Workstations
page, when new, unacknowledged calls in progress occur, the Dterm
of the newly added workstation sounds the Alert chime and displays
the text "Emergency Call".

= After removing an existing workstation using the E-OSN
Workstations page, when there are new, unacknowledged calls in
progress, the Dterm of the removed workstation stops chiming and it
no longer displays the text "Emergency Call".

Emergency Call Processing

< When the security guard takes the prime line off-hook, the E-OSN
Server application executes the default phone action (as defined in E-
OSN Client Settings page), from the configured emergency line
(subline) to the originating emergency caller.

= The security guard switches lines from the prime to the emergency
line by pushing the flashing line and is placed into the emergency call.

= Picking up the receiver counts as an acknowledgement for the call
that is joined.

= The line used to join the emergency calls should be labeled as the
emergency line by the customer.
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Notification Configuration

Notification Configuration is where an administrator goes to add E-OSN
Client authorization and e-mail notification for emergency calls.

If an emergency call seizes a trunk that is in the Failed state, emergency
notifications will not be sent.

When emergency routes are first defined, they will not display until the
"OWTelephony Event Notification" service is restarted. The first time
there is an attempt to monitor the trunks, the monitor status for those
trunks displays.

The system does not attempt to re-monitor a trunk if it failed to be
monitored at startup. If a trunk configuration is later fixed, the

Emergency Call Distribution List Creation

Emergency call notification recipients are configured by groups. Each
group is associated with one or more PBX origination points.

The following illustrates an example of this concept. A customer's
OWS5000 Server has PBX connections to a PBX in Dallas, TX and
Chicago, IL. A group called Dallas is configured to receive emergency
call events from an extension in the Dallas PBX and a group called
Chicago is configured to be notified of emergency calls from the Chicago
PBX. A third group which is made up of the customer's management
team is added to the default "All PBX Emergency Calls" to be notified of
an emergency call originating from any PBX.

A recipient does not need to be in a particular PBX to be added to a
group. E-OSN recipients can have locations or Email addresses
anywhere. This way, the end-user can segment who gets notified based
on call origination.

The main screen under Notification Configuration, Figure 3-10
provides a list of already selected Email addresses and E-OSN Client
users and administrators along with the following:

= Delete icon (trash can)
e Group Name

PBX Name

Method

Owner (if applicable)

Methods are either by e-mail or as an E-OSN client.

g,
E)

NOTE
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Figure 3-10 Notification Configuration

Motification Configuration

AddModify Group
Filter: |Owner =l |starts With =] | M Scarch
1-3 of 3 records ﬂ Results per page FEHEZH af1
Group Name Method Owmner
o All PEX Emergency Cals E-OSH Client Schmadi, Jeremy T.
i All PEX. Emergency Cals E-DSH Client Feng, Hui h.
o All PEX Emergency Cals E-OZN Cliznt Dascalu, Bogdan
1-3 of 3 records EI Results per page FEEEZH of

The Add/Modify Group button allows you to create and modify group
names and manage recipients of a group. Clicking this button opens the
Notification Configuration - Group Management page, Figure 3-11. This
page shows the following:

= Pencil icon - allows editing of existing group.
Trash can icon - deletes existing group.
Group Name

PBX Name

Member Count - total number of Email addresses and E-OSN clients
that will be notified in this group.

Figure 3-11 Group Management

Motification Configuration — Group Management

Mew Group

All PBX Emergency Calls “:l Edit Group

1-1 of 1 records |20 | Results per page Page of1
Group Hame PEX Name Member count

ﬁ? i) Al PEX Emergency Calls All FEX= 3

1-1 of 1 records |20 | Results per page Page of1
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E-OSN comes with a default group called "All PBX Emergency Calls".
This group cannot be deleted.

Adding a Group
Perform the following steps to add a new group.

Step 1 Navigate to OW5000 > Applications > UCE Emergency On-Site
Notification > Notification Configuration.

Step 2 To add a new group, click the New Group button. Identify a new
group name and select the associated PBX from a drop-down list,
Figure 3-12.

Figure 3-12 Add a New Group

Motification Configuration - Add New Group

Group Name Avallable PBXs

| sv7000-40-Hotel
SV7000-44

Step 3  Click the Save button. The screen returns to the Add/Modify Group page
with the new group visible.

Editing a Group
Perform the steps below to edit a group.
Step 1 Navigate to > OW5000 > Applications > UCE Emergency On-Site

Notification > Notification Configuration.

Step 2 Click Add/Modify Group button. the Notification Configuration -
Group Management screen opens.

Step 3  There are two ways to edit a group.

—Pick a group from the drop down list and click the Edit Group button.

—Find an entry in the grid with the group name that matches the group
you wish to edit and click on the Pencil icon.

A Notification Configuration — Edit (group name) screen
opens, Figure 3-13.
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Figure 3-13 Editing a Group

Motificalion Configuration — Edit Al PBX Emergency Calls Group
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Step 4 From this screen, you can delete a group member using the Delete
(Trash Can) icon, add a new Email address to the group or individual,
add an E-OSN user to the group, add or remove a Group PBX, and
rename the group.

To add a new Email address to the group, type the Email address in the
Email Address text box, then click Add.

To add a new Email Address for an individual, click Add Email by
Person. Figure 3-14 displays.

Figure 3-14 Add Email by Person

Matification Configuration - Add Email by Person

Filter: [l =] [Lastwame =] [Stans'with 7] | | Search |
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¥ Crumb Edl Crumiy, Ed

¥  Dascau Bosgaan Diasesi, Bogidan
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Step 5 Click the > next to the name of the person getting a new Email contact
method. Figure 3-15 displays.

Figure 3-15 Adding a new Email Prompt

@ Selected person does not have an email address, Do you want to add one?

Ve |
Filler IF-II d | Last Name d Ir:".a'ti. With ;I | W
- 20 af 7T records|30 Bl?eaults. per page Fage]qy  [ofd = ==
Last Hame & First Hame Full Hame SIF U Caontact Methocd
* Aton wiarda Alston, Warda

Step 6 Click Yes. Figure 3-16 displays.

Figure 3-16 Contact Method

Motification Configuration

Parson Full Name: Flinstone, YWilma
* Cordact Mathod: | Hama Email Adl:lres,s;]
* Email;| '
* Priarity: lE‘
Confidentiality Status: [Mana =]

Step 7  Enter the information and click Add. Figure 3-13 displays.

Step 8 Click Done when finished.

If a person has multiple Email contact methods, the Admin is given the
opportunity to select from the list. A person can be selected multiple
times for different Emails. They will be displayed multiple times in the edit
group grid.

Reports

Emergency calls are recorded in the OW5000 database. OW5000
provides an Emergency On-Site Notification report for emergency-
related audit information, including a time line for each call. It also
provides call information, location, notifications sent, and
acknowledgements. The Reports function is accessed from OW5000 >
Applications > UCE Emergency On-Site Notification > Reports
(Figure 3-17).
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Figure 3-17 Reports
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Emergency On-Site Notification reports are based on SQL Reporting
Services (SSRS). For more information see Chapter 2, “Installing SQL
Server Report Service”.

Generating an Emergency Call History Report

E-OSN Reports support Report Grouping. The Report Grouping option is

Event Date.

The report filters on date and time. There is an option to include or
exclude test emergency calls in the report. Follow the steps below to
generate an Emergency Call History report

Step 1 Navigate to OW5000 > Applications > UCE Emergency On-
Site Notification > Reports.

Step 2 Select the Report Type and Report Grouping from the drop down lists.

Step 3  Click on the Calendar icon to select the desired start and end date of
calls to be included in the report. Use the Trash Can icon to clear the

dates.

Step 4 Input the start and end times to correlate to the dates.

Step 5 To include Test Calls in the report, check the include Test Calls box.
Leave the box empty if Test Calls are not to be included. See Figure 3-

18.
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Figure 3-18 Report Filters and Criteria
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Include Test Calls

Generate Report

Print and export features follow standard SRSS capabilities. Emergency
calls are recorded in the database with the following information:

- Date and time call was initiated

< Location data for calling phone (location hierarchy)

= Address for the calling location

< Person making the call (if associated with the calling phone)

= Extension and route/trunk used for making the call

< Emergency number dialed (example: 911)

= Call duration (calculated from trunk seizure and trunk release time)
« Acknowledgement status

= E-OSN user who acknowledged the call (if acknowledged)

< Machine name used by E-OSN client when acknowledged

Figure 3-19 below represents an Emergency On-Site Call History
Generated Report.

Figure 3-19 Emergency On-Site Call History Generated Report

[Emengency Cat Hstoey | [Evare Date ] m

Start Date- Janwary 4 2010 |E [ Stan Tima:[___ 12.00 AN
End Date: January 27 2010 |2 [ End Time:[ 1200 AM|
Elirechics Tast Cals

W o4k _Juz b M [ixs = Fd | et [Select 3 Termat | Espor b

EmergencyDnSalaHisioy
ot Bate Timet: Locaion Address Palfams Enension  Bune Tnak Dided  €af Ark'ed EDIUser HostRams
MisTibsEr  Crerwion
14142010
1047:25 AM
Mz B 4 000000 Tue Gehmed, WHCASW
Jonsmy T, DOIEL
1142010
10:43:45 AM
Mz ] 5 BINIE Q0GK0  True  Seheidt,  WHCASW
[ Jovsmy T, DOTEL
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§ — For optimal printing and viewing of data, exporting to MS Excel or MS Word is
— recommended.

System Test

Notifications and configuration can be tested by generating test
emergency events. The tests must be initiated by the Administrator and
are logged and notified as normal, but are clearly marked as “TEST".

The System Test page allows an E-OSN Administrator to conduct a
system test using all notification systems, including E-OSN Client and
Email. It also allows for testing of all E-OSN application events
including:

< Emergency Call Link Failure

< Emergency Call Link Connected
< Emergency Call Service Stopped
< Emergency Call Service Started
< Emergency Call Event

< Emergency Trunk Monitor Failure
e License Failure Warning

« License Failure Grace Period End

be executed. Distribution List, Email Subject and Email body will be empty until this

-'E'- An Email notification distribution list must be created before the link failure test can
-
} configure is done.

NOTE

Performing a System Event Test
Perform the following steps to conduct a System Event test.

Step 1 Navigate to OW5000 > Applications > UCE Emergency On-Site
Notification > System Test. The System Test page displays with two
tabs: Link Failure and Emergency Call .

Step 2 Click on the Link Failure tab.
Step 3  Select the event type to test from the Event drop-down list.

Step 4 Click on the Send Event button. An e-mail is sent to the displayed
Distribution List and a notification is sent to all E-OSN Clients. The E-
OSN Clients will display the message as a test event. The test event will
continue to be displayed on the E-OSN Client until a test message is
sent to turn it off. For Example, an Emergency Call Link Failure
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notification would need an Emergency Call Link Connected message to
be sent to turn it off. See Figure 3-20.

J Any information related to the event selected displays as read-only.

—_—
e
—_—

NOTE

Figure 3-20 Link Failure Notification

System Test

Link Failure W0 e

E'.rarlt.'!_ Emergency Call Link Failure v |
Distributinn[l S
Lt ==
Email—————— ey Call Link Fallura
Subject:! =i e
Email | This is a test event messagell
Body:

1ng rootes designated as

routes is digconnacted. Check tha

necion status for the OWO aiSenar

semice and the be OWTelephony Evant Motification Sanvice

Send Event

Performing an Emergency Call Test

Emergency calls are tested from the Emergency Call tab on the
System Test window. Fields marked with an asterisk are mandatory.
The Emergency call test is a test of the notification system that does not
use live phones or PBX trunks. This procedure tests the part of the
system at the point where E-OSN has been notified by the PBX of an
emergency call and the database is updated with the call information.
This test system simulates the updating of the database and exercising
all notifications that are executed as a result of a emergency call log
entry to the database.

To test the telephony aspect of the emergency call system, coordination
should be arranged with the local emergency service providers for
making a live test call.

Perform the following steps to conduct an Emergency Call test.

Step 1 Navigate to OW5000 > Applications > UCE Emergency On-Site

Notification > System Test > Emergency Call.
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Step 2 Enter the applicable information into the fields on the Emergency Call
tab. Table 3-1 provides a description of the fields.

Step 3  Click on the Send Event button. Figure 3-21 represents a successful
emergency call test.

Figure 3-21 Successful Emergency Call Test

System Test

@ Test event successfully sent

T ™ Emergency Call

* Calling Party Last Nama: |D|::|E| |
Calling Party Middle NamE'| |

9]

* Qrigination PBX: | SVT000-40-Hotel
* Calling Party Route: 6 bl
* Calling Party Trunk- |1 |»)

* Calling Party Extension:| 4000 '+
* Dialed Number: |555-5555

Sand Event

Table 3-1 Emergency Call Test Field Descriptions

Field Description

Calling Party First Name | Mandatory fields representing the first and last name of the person
Calling Party Last Name | that initiates the emergency call. These are free form type fields.

Calling Party Middle Name |Field representing the middle name of the person initiating the
emergency call. This field is not mandatory.

Origination PBX A drop-down list of all PBXs containing emergency routes.
Selecting a location automatically fills in the Calling Party Route,
Calling Party Trunk, and the Calling Party Extension fields.

Calling Party Route Contains all emergency routes that are defined for the current PBX.
This is autofilled when the Origination PBX is selected.

Calling Party Trunk Contains all the emergency trunks that are defined for the selected
route. This is autofilled when the Origination PBX is selected.

Dialed Number Number being called.
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Trunk Monitor Status

This screen allows an administrator to quickly see the failed/success
monitor status of all emergency trunks. To access this screen, navigate
to OW5000 > Applications > UCE Emergency On-Site Notification > Trunk
Monitor Status. The following information displays:

e PBX name

e Route #

Trunk #

Status

Last Monitor Attempt

The information can be sorted on any field. The default sort is on the
Status field with failed trunks listed first. The information can also be
filtered on PBX Name, Route Number, and Status. See Figure 3-22 for
an example of the Trunk Monitor Status page.

Figure 3-22 Trunk Monitor Status

Trunk Monitor Status
|

Filter: I PBEX Name ﬂ |Etarl.s With E | Search

41 - 45 of 45 records 20 mResultg per page <L PagB:DnDTB
PEX Hame Route # Trunk # Slalus & Last Monitor Attempt
EVTO00-44 B 27 Success S0 81058 AN
SVT000-44 B 28 Success SM2010 9:10:58 AM
SVTO00-44 B 29 SUCCEss D200 210056 AM
EVTO00-44 B 30 Success G200 91058 AN
SVT000-44 B 3 Success 9M/2010 9:10:56 AM

The Status field indicates whether or not the trunk has successfully been
monitored. The four possible outcomes are:

e Success - This status means the trunk was successfully monitored.
= Failed - This status means the trunk failed to be monitored.

e Stopped - This status means that the “OWT Telephony Event
Notification” service has stopped running and is no longer monitoring
the emergency trunks.

= Initialized - Briefly displays. This the state of a trunk just before a
monitor attempt is about to occur.
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Email Notification

Email Notification allows a user with OW5000 Administrator access
right privileges to configure Email Notifications.

The Email Notification application is found under OW5000 >
Applications > Email Notification in the OW5000 Administrator,
Figure 3-23.

Figure 3-23 Path to Email Notifications

DAVS000  UASZ00  Unified Communicaions
Plattorm

Applications Arccess Server

Directary ACD

Application Daia Application Message Service
Seitings Dialer
Scheduler Email Hotification
Templates Incoming Coll Assistant
MA4000 iniegration Location Status Informatian
“Version Information Oal Sernar

oo Remote Call Coniral

SNTODD-44 UCE Emergency On-Site Notification

- IRRAR B

When UCE Emergency On-Site Notification is installed, the application
name becomes visible in the "Available Applications” list box and when
selected, the following E-OSN Events display. This is shown in Figure 3-
24.

e Emergency Call Link Failure

= Emergency Call Link Connected
< Emergency Call Service Stopped
< Emergency Call Service Started
e Emergency Trunk Monitor Failure
» License Failure Warning

« License Failure Grace Period End
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Figure 3-24 Email Notification
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The Email Notification screen lists the applications available for Email
Configuration in a drop down list. The events are listed along with the
associated Default Message Text. Clicking the Pencil icon next to
each event allows User Message Text to be appended to the Default
Message Text that comes with the application.

Change in System Status Event Notifications

These notifications are sent by email through the Email Notification
distribution lists based on an application event. They also display through
the E-OSN client in a status bar.

For applications with PBX connections such as an OWTelephony Event
Notification, these applications trigger link failure notifications when a
problem occurs.

When E-OSN is installed, any of the following events can bring about a
Change in System Status Notification:

e Emergency Call Link Failure -The OWTelephony Event Notification
connection to the PBX(s) containing E-OSN routes is disconnected. If
an OAI connection not containing E-OSN routes is disconnected, no
event notification occurs.

< Emergency Call Link Connected - The OWTelephony Event Notification
re-establishs connection to the PBX.

< Emergency Call Service Stopped - OWTelephony Event Notification is
intentionally shutdown.

< Emergency Call Service Started - OWTelephony Event Notification
service is restarted.
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MA4000 Location Data Sync

g
E 2

NOTE

MA4000 should be installed and configured according to MA4000 documentation.

Extensions for emergency services support are entered into the MA4000
and stored in the selected National Emergency Number Association
(NENA) format.

NENA (http://www.nena.org/) is an organization whose mission is to
foster the technological advancement, availability, and implementation
of a universal emergency telephone number system.

MAZ4000 currently supports two NENA XML formats, version 2.1 and
version 3.1. MA4000 stores the location data for an extension in one of
these formats.

OW5000 DBSync is a service in OW5000 platform which synchronizes
certain MA4000 data fields such as PBX, Extensions, Users,
Organizations, Voice Mail boxes, etc., into the OW5000 database.
MA4000 serves as the master repository for this data and DBSync
synchronizes this data real-time into OW5000.

MA4000 will send a notification to DBSync for Extension update
whenever the location data changes for the Extension. OW5000 DBSync
will handle this notification and re-synchronize the location data to the
OW5000 database.

This extension location data will be used by the E-OSN Client and e-mail
notifications to provide details about an emergency call.

To review MA4000 imported extension location data, login to OW5000
Administrator and navigate to OW5000 > Platform > Extension and
search for an extension that had location data imported.

Select the SHOW NENA DATA drop list (Figure 3-25) to display the

values that were imported from MA4000. Figure 3-26 provides an
example of expanded data.
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Figure 3-25 SHOW NENA DAtA

"Extension: 4009

* PEX: | DEV4D -
* PhoneType: [OTerm  ||w
* Tenant; 1_C|
Country: | United Stales of Amesica (1) [«
DID Murmber: | |
1elURY | |

SIPLIR: | |
3IP Access Server | Mot Assigned [+

Collaboration: [ 4000 *~
Is Monitored:

SN A dd Subline |:|

There are no sublines defined

¥ sHOW HENA DATA

5 At
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Figure 3-26 Expanded NENA DATA
# HIDE NENA D
ANI

Location Mame
Location Address
Cammentls

NPA:

Calling Humber

ATA
; 2624009

: Inving

: 4009 ME 6555 Highway 161 EXPY Ining Campus TX TBEED-6666
: Comment1

214

< 224009

House Mumber: 4009

Prefix. Directional:
Street Name:
Street Suffuc:

Fost Directional:
Communily Name:
State:

Location:
Customer Name:
Class of Serice:
Type of Senice;
Exchanga:

HE

E555 Highway 161
EXPY

W

Iving Campus
TX

Invinig

HECAM

2

1

262

Bdain MPA: 214

Main Number

: 2624009

Order Number; 111111

Extract Dala

County 1D:

: 02910
1

Sourea 1D:

Zip Code
Zip+ 4

Customer Code:

Comments
Expanded Extract Date

End of Record:

- TEBBA

: BEAE

121

- Comment
- 201006259
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